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1. Область применения

Настоящая Политика обработки и защиты персональных данных (далее – Политика) определяет основы деятельности ОБЩЕСТВО С ОГРАНИЧЕННОЙ ОТВЕТСТВЕННОСТЬЮ "УПРАВЛЯЮЩАЯ КОМПАНИЯ ПАТРОНУС КАПИТАЛ" (далее – компания) при обработке и защите персональных данных.

Политика описывает правовые основания, на которых может производиться обработка персональных данных, принципы и цели такой обработки, ее правила, представляет информацию о мерах защиты персональных данных и информацию о правах и обязанностях Оператора и субъектов персональных данных.

Политика разработана в соответствии с требованиями Федерального закона Российской Федерации № 152-ФЗ «О персональных данных» и иными нормативными актами Российской Федерации в области обработки и защиты персональных данных и будет доступна на официальном сайте компании.

Настоящая Политика подлежит изменению, дополнению в случае появления новых законодательных актов и специальных нормативных документов по обработке и защите персональных данных, изменению процессов обработки персональных данных в компании.

В настоящей Политике используются понятия и определения в значении, аналогичному определениям, содержащимся в ст.3 Федерального закона Российской Федерации № 152-ФЗ «О персональных данных».

1. Цели и принципы обработки персональных данных
   1. Цели обработки персональных данных

Компания обрабатывает персональные данные, включая их передачу, для одной из следующих целей:

* в соответствии с Трудовым Кодексом Российской Федерации и/или применимым законодательством в отношении трудовых отношений;
* выполнение договорных обязательств в рамках договоров, заключенных с контрагентами, а также на этапе проработки контракта с целью заключения и/или исполнения договора;
* осуществление социальных программ, связанных с действующими и бывшими сотрудниками, в целях обеспечения их льгот и гарантий;
* осуществление воинского учета и бронирования на период мобилизации и на военное время граждан, пребывающих в запасе Вооруженных сил Российской Федерации;
* содействие в трудоустройстве;
* предоставление доступа на территорию компании;
* осуществление обработки, связанной с учетом интересов акционеров компании;
* Лицензия на осуществление деятельности по управлению инвестиционными фондами, паевыми инвестиционными фондами и негосударственными пенсионными фондами № 21-000-1-01147, выдана 08.04.2025 выдана Банком России;
* реализация политики взаимодействия с государственными учреждениями и местными органами власти;
* осуществление других видов хозяйственно-экономической деятельности в соответствии с законодательством Российской Федерации в отношении обработки и защиты персональных данных и другим применимым законодательством, требованиям которого подчиняется компания.

Перед выполнением любых новых операций по обработке персональных данных компания должна определить конкретные, ясные и законные цели. Компания гарантирует, что будет собирать и обрабатывать только те персональные данные, которые являются исключительно необходимыми в связи с целями, для которых они обрабатываются.

* 1. Принципы обработки персональных данных

Для обеспечения эффективной обработки персональных данных компания должна соблюдать следующие принципы:

* **Законность**. Обработка персональных данных осуществляется на законных и справедливых основаниях.
* **Беспристрастность и прозрачность.** Обработка персональных данных должна быть беспристрастной и прозрачной в отношении субъекта персональных данных.
* **Ограничение целей.** Персональные данные должны собираться и обрабатываться для определенных, ясных и законных целей. Дальнейшая обработка любым способом, несовместимым с данными целями, исключается. Не допускается объединение баз данных, содержащих персональные данные, которые обрабатываются в целях, несовместимых друг с другом. Подлежат обработке только персональные данные, которые соответствуют [целям](consultantplus://offline/ref=05D41FFE63DDD31A597ADA56F99AF6E543601DEDBCAAB079338C5D00819D40C6DBA51669850277DD672FCC6EE162CF0E0871B1E11512101Di4SFN) обработки.
* **Минимизация данных**. Состав персональных данных должен быть адекватным, соответствующим, достаточным и ограниченным до того объема, который необходим в связи с целями, для которых эти данные обрабатываются.
* **Точность данных**. Компания принимает адекватные меры для обеспечения незамедлительного удаления или исправления неточных персональных данных с учетом целей, для которых они обрабатываются.
* **Ограничение хранения**. Персональные данные должны храниться в форме, которая позволяет идентифицировать Субъекты данных не дольше, чем это необходимо для целей, в которых производится обработки персональных данных. По достижению целей обработки или в случае потери необходимости достижения целей обработки персональные данные должны быть уничтожены или обезличены, если иное не предусмотрено законодательством Российской Федерации.
* **Конфиденциальность, целостность и доступность персональных данных.** Способ обработки персональных данных должен обеспечивать надлежащую безопасность персональных данных, в том числе защиту от несанкционированной или незаконной обработки и от случайной потери, уничтожения или повреждения путем реализации организационных и технических мер безопасности.
* **Непрерывное повышение уровня информированности и обучения** персонала по вопросам защиты персональных данных.
* **Постоянное совершенствование технических и организационных мер безопасности** для обеспечения уровня безопасности, соответствующего риску.
* **Защита при передаче персональных данных.** Компания обеспечивает защиту передачи персональных данных путем принятия соответствующих правовых, организационных и технических мер, соблюдая, соответствующее законодательство о защите данных, которому подчиняется компания.

1. Порядок и условия обработки персональных данных

* 1. Правовая основа обработки персональных данных

Компания имеет право обрабатывать персональные данные, если имеется одно из перечисленных ниже правовых оснований для обработки:

* субъект персональных данных дал свое согласие на обработку своих персональных данных для одной или нескольких конкретных целей;
* обработка персональных данных осуществляется в связи с участием субъекта в конституционном, гражданском, административном, уголовном судопроизводстве, судопроизводстве в арбитражных судах;
* обработка необходима для исполнения договора, стороной которого либо выгодоприобретателем или поручителем по которому является субъект данных или для того, чтобы принять меры по требованию субъекта данных по заключению договора;
* обработка персональных данных необходима для защиты жизни, здоровья или иных жизненно важных интересов субъекта персональных данных, если получение согласия субъекта персональных данных невозможно;
* обработка необходима в целях соблюдения законных интересов, преследуемых компанией или третьей стороной, за исключением случаев, когда такие интересы перекрываются интересами или основными правами и свободами субъекта данных, которые требуют защиты персональных данных, в частности, когда субъектом данных является ребенок;
* обработка необходима для исполнения правового акта, постановления другого органа или должностного лица, которое подлежит обязательному исполнению в соответствии с законодательством Российской Федерации об исполнительном производстве;
* обработка необходима для соответствия международному договору, российскому или любому другому применимому законодательству, которому подчиняется компания, в том числе:
* Конституция РФ;
* Гражданский кодекс Российской Федерации от 30.11.1994 № 51-ФЗ;
* Трудовой кодекс Российской Федерации от 30.12.2001 № 197-ФЗ;
* Налоговый кодекс Российской Федерации от 31.07.1998 № 146- ФЗ;
* Федеральный закон от 15.12.2001 № 167-ФЗ «Об обязательном пенсионном страховании»;
* Федеральный закон от 29.12.2006 г. № 255-ФЗ «Об обязательном социальном страховании на случай временной нетрудоспособности и в связи с материнством»;
* Указ Президента РФ от 6 марта 1997 г. N 188 "Об утверждении перечня сведений конфиденциального характера";
* Федеральный закон от 06.12.2011 № 402-ФЗ «О бухгалтерском учете»;
* Федеральный закон от 26.12.1995 № 208-ФЗ «Об акционерных обществах»;
* Федеральный закон от 27.07.2010 № 224-ФЗ «О противодействии неправомерному использованию инсайдерской информации и манипулированию рынком и о внесении изменений в отдельные законодательные акты Российской Федерации»,
* Федеральный закон от 22.04.1996 № 39-ФЗ «О рынке ценных бумаг»;
* Федеральный закон от 29.11.2001 N 156-ФЗ «Об инвестиционных фондах»;
* иные нормативные правовые акты РФ и нормативные документы уполномоченных органов государственной власти.

В тех случаях, когда обработка связана с передачей и/или раскрытием третьему лицу (лицам), компания должна обосновывать свою обработку одним из вышеупомянутых правовых оснований и соблюдать законодательство Российской Федерации.

Получение сведений о персональных данных осуществляется на основании документов и информации, представленных лично сотрудниками Оператора в процессе трудовых отношений, а также лично субъектами персональных данных, заключающими гражданско-правовые договоры с Оператором, и/или обратившимися к Оператору в установленном порядке.

1. Права и обязанности сторон обработки персональных данных

4.1. Основные права и обязанности Оператора

Оператор имеет право:

* получать от субъекта персональных данных (его законного представителя) достоверные информацию и/или документы, содержащие персональные данные;
* осуществлять иные права, предусмотренные действующим законодательством в области защиты персональных данных.

Оператор обязан:

* обрабатывать персональные данные в порядке, установленном действующим законодательством РФ;
* обеспечивать конфиденциальность полученных персональных данных;
* рассматривать обращения субъекта персональных данных (его законного представителя) по вопросам обработки персональных данных и давать мотивированные ответы;
* предоставлять субъекту персональных данных (его законному представителю) возможность безвозмездного доступа к его персональным данным;
* принимать меры по уточнению, уничтожению персональных данных субъекта персональных данных в связи с его (его законного представителя) обращением с законными и обоснованными требованиями;
* организовывать защиту персональных данных в соответствии с требованиями законодательства РФ;
* исполнять иные обязанности, предусмотренные действующим законодательством в области защиты персональных данных.

Оператор рассматривает любые обращения и жалобы со стороны субъектов персональных данных, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц и урегулирования спорных и конфликтных ситуаций в досудебном порядке.

4.2. Основные права и обязанности субъектов персональных данных

Субъект данных имеет право на:

* получение информации, связанной с обработкой и защитой его персональных данных;
* требование уточнения персональных данных, блокирования или уничтожения данных, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не требуются для заявленных целей обработки;
* доступ к их персональным данным, за исключением случаев, предусмотренных федеральным законом;
* обжалование действий или бездействия Оператора в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке;
* защиту свои права и законные интересы, включая возмещение убытков и (или) возмещение морального вреда в судебном порядке;
* отзыв согласия на обработку персональных данных;
* принятие предусмотренных законом мер по защите своих прав;
* осуществление иных прав, предусмотренных законодательством РФ.

Запрошенные субъектом сведения в отношении порядка обработки персональных данных должны быть предоставлены Оператором в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, если имеются законные основания для их раскрытия.

Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами, в том числе если:

* обработка персональных данных, включая персональные данные, полученные в результате оперативно-розыскной, контрразведывательной и разведывательной деятельности, осуществляется в целях обороны страны, безопасности государства и охраны правопорядка;
* обработка персональных данных осуществляется органами, осуществившими задержание субъекта персональных данных по подозрению в совершении преступления, либо предъявившими субъекту персональных данных обвинение по уголовному делу, либо применившими к субъекту персональных данных меру пресечения до предъявления обвинения, за исключением предусмотренных уголовно-процессуальным законодательством Российской Федерации случаев, если допускается ознакомление подозреваемого или обвиняемого с такими персональными данными;
* обработка персональных данных осуществляется в соответствии с законодательством о противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма.

Субъекты персональных данных обязаны:

* предоставлять Оператору только достоверные данные о себе;
* предоставлять документы, содержащие персональные данные в объеме, необходимом для цели обработки;
* исполнять иные обязанности, предусмотренные действующим законодательством в области защиты персональных данных.

Лица, предоставившие Оператору недостоверные сведения о себе, либо сведения о другом субъекте персональных данных без согласия последнего, несут ответственность в соответствии с законодательством РФ.

1. Меры по обеспечению безопасности персональных данных при их обработке

Оператор при обработке персональных данных принимает все необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

Обеспечение безопасности персональных данных достигается, в частности:

* назначением ответственного за организацию обработки персональных данных;
* изданием документов, определяющих политику Оператора в отношении обработки персональных данных, локальных актов по вопросам обработки персональных данных, определяющих для каждой цели обработки персональных данных категории и перечень обрабатываемых персональных данных, категории субъектов, персональные данные которых обрабатываются, способы, сроки их обработки и хранения, порядок уничтожения персональных данных при достижении целей их обработки или при наступлении иных законных оснований, а также локальных актов, устанавливающих процедуры, направленные на предотвращение и выявление нарушений законодательства Российской Федерации, устранение последствий таких нарушений;
* осуществлением внутреннего контроля соответствия обработки персональных данных Федеральному закону от 27.07.2006 № 152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, локальным актам;
* ознакомлением работников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе требованиями к защите персональных данных, локальными актами в отношении обработки персональных данных, и (или) обучением указанных работников;
* применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, в соответствии со статьей 19 Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных»;
* проведением оценки вреда в соответствии с требованиями, установленными уполномоченным органом по защите прав субъектов персональных данных, который может быть причинен субъектам персональных данных в случае нарушения Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных», соотношение указанного вреда и принимаемых оператором мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных»;
* контролем за принимаемыми мерами по обеспечению безопасности персональных данных.

**6. СРОКИ ОБРАБОТКИ (ХРАНЕНИЯ) ПЕРСОНАЛЬНЫХ ДАННЫХ.**

Течение срока обработки персональных данных начинается с момента их получения Оператором. Хранение персональных данных осуществляется в форме, позволяющей определить субъект персональных данных не дольше, чем того требуют цели их обработки.

Персональные данные сотрудников Оператора и его родственников используются в течение трудовой деятельности в соответствии с трудовым договором, а также на протяжении установленного законодательством срока хранения личного дела в архиве.

**7. УТОЧНЕНИЕ И УНИЧТОЖЕНИЕ ПЕРСОНАЛЬНЫХ ДАННЫХ**

Целью уточнения персональных данных, в том числе обновления и изменения, является обеспечение достоверности, полноты и актуальности персональных данных, обрабатываемых Оператором.

Уточнение персональных данных осуществляется Оператором по собственной инициативе, по требованию субъекта персональных данных или его представителя, по требованию уполномоченного органа по защите прав субъектов персональных данных в случаях, когда установлено, что персональные данные являются неполными, устаревшими, недостоверными.

Уничтожение персональных данных осуществляется Оператором:

* по достижении цели обработки персональных данных;
* в случае утраты необходимости в достижении целей обработки персональных данных;
* в случае отзыва субъектом персональных данных согласия на обработку своих персональных данных;
* по требованию субъекта персональных данных или уполномоченного органа по защите прав субъектов персональных данных в случае выявления фактов совершения администрацией района неправомерных действий с персональными данными, когда устранить соответствующие нарушения не представляется возможным.